January 22, 2019

Via FOIAdirect

Melanie Ann Pustay
Director, Office of Information Policy (OIP)
U.S. Department of Justice, Suite 11050
1425 New York Avenue, NW
Washington, D.C. 20530-0001

Re: FREEDOM OF INFORMATION ACT APPEAL/
REQUEST NOS. NFP-102340; NFP-102341

To Whom It May Concern:

The American Civil Liberties Union Foundation (“ACLU”) and the Center for Media
Justice (“CMJ”) appeal the response by the Federal Bureau of Investigation (“FBI”) to a
Freedom of Information Act (“FOIA”) request (“Request,” attached as Exhibit A). The Request,
which is dated October 31, 2018, seeks records relating to FBI surveillance of Black people on
the basis of a purported shared ideology. We request expedited processing of this appeal. See 28
C.F.R. § 16.5(e).

The Request seeks three categories of records: (1) all records created since January 1,
2014, that use any of the following terms or abbreviations: “Black Identity Extremist” (“BIE”),
“Black Nationalist” (“BN”), “Black Separatist” (“BS”), or “Black Supremacist Extremists”
(“BSE”), Exhibit A at 5 (paragraph 1); (2) all records referencing, or created in response to,
public and Congressional inquiries or reactions to the existence or contents of the FBI
Intelligence Assessment titled “Black Identity Extremists Likely Motivated to Target Law
Enforcement Officers,” Exhibit A at 5 (paragraph 2); and (3) all records created since January 1,
2014, that reference “extremist” violence committed by Black people in the United States,
including but not limited to individuals described as “Black Identity Extremists,” “Black
Nationalists,” “Black Separatist Extremists,” “Black Separatists,” or “Black Supremacist
Extremists,” Exhibit A at 5 (paragraph 3).

The FBI assigned two separate request numbers to two of the three record categories
identified in the Request, and responded in two separate letters, each dated November 2, 2018.
See Exhibit B (responding to paragraph 1 (Request No. NFP-102340)); Exhibit C (responding to
paragraph 3 (Request No. NFP-102341)) (collectively, the “Responses”). The FBI refused to
search for records responsive to the Request set forth in paragraphs 1 and 3, asserting that the
Request “does not contain enough descriptive information to permit a search.” See Exhibit B at
1; Exhibit C at 1.
The FBI failed to respond at all to the third category of records, see Exhibit A at 5 (paragraph 2). Because the FBI did not make or communicate a determination within the statutorily prescribed period, the ACLU and CMJ have duly exhausted administrative remedies with respect to this subset of records. See Citizens for Responsibility and Ethics in Washington v. Federal Election Com’n, 711 F.3d 180, 184 (D.C. Cir. 2013) (“[I]f an agency fails to make and communicate its ‘determination’ whether to comply with a FOIA request within certain statutory timelines, the requester ‘shall be deemed to have exhausted his administrative remedies.’” (quoting 5 U.S.C. § 552(a)(6)(C)(i)).

The ACLU and CMJ appeal the Responses because the Request seeks records that are “reasonably described,” 5 U.S.C. § 552(a)(3)(A). To the extent that the FBI’s failure to disclose responsive records stems from a failure to search for the requested information or improper withholding, the ACLU and CMJ challenge those failures as well.

I. The Requested Records are Reasonably Described

To fulfill FOIA’s “strong presumption in favor of disclosure,” U.S. Dep’t of State v. Ray, 502 U.S. 164, 173 (1991), agencies are statutorily mandated to “make . . . records promptly available to any person” who submits a request that “[i] reasonably describes such records and (ii) is made in accordance with [the agency’s] published rules.” Republican Nat’l Comm. v. Dep’t of State, 235 F. Supp. 3d 235, 239 (D.D.C. 2016) (alteration in original) (quoting 5 U.S.C. § 552(a)(3)(A)); see also 28 C.F.R. § 16.3(b) (“Requesters must describe the records sought in sufficient detail to enable Department personnel to locate them with a reasonable amount of effort.”). The FBI does not allege that the Request fails to follow the agency’s rules, and thus that condition has been met. See Exhibit B; Exhibit C.

Here, paragraphs 1 and 3 of the Request identify the records sought in sufficient detail to enable an employee to locate them with a reasonable amount of effort. Paragraph 1 seeks “all records” created in a specific time period that use any of eight specific words, abbreviations or plurals: “Black Identity Extremist,” “BIE,” “Black Nationalist,” “BN,” “Black Separatist,” “BS,” “Black Supremacist Extremist,” and “BSE.” Exhibit A at 5. Similarly, paragraph 3 of the Request seeks “all records” created in a specific time period that reference “extremist” violence committed by Black people. Exhibit A at 5. The FBI is obliged to pursue the clear and certain lead of conducting searches for records created during the specified date ranges that use at least the precise words or abbreviations identified in paragraphs 1 and 3 of the Request. See Exhibit A at 5. “[K]eyword searches in response to FOIA requests are routine.” Davidson v. United States, 264 F. Supp. 3d 97, 109 (D.D.C. 2017) (alteration in original) (quoting Freedom Watch, Inc. v. Nat’l Sec. Agency, 220 F. Supp. 3d 40, 45 (D.D.C. 2016)).

Moreover, paragraphs 1 and 3 of the Request specifically seek records that “use” or “reference” precise terms and abbreviations within a certain limited date range. Exhibit A at 5. As explained in Shapiro v. Central Intelligence Agency, “there is a difference in kind between requests for documents that ‘mention’ or ‘reference’ a specified person or topic and those seeking records ‘pertaining to,’ ‘relating to,’ or ‘concerning’ the same.” 170 F. Supp. 3d 147, 155 (D.D.C. 2016). Requests that seek records that use or reference identified terms “precisely describe the records sought” and thereby meet FOIA’s reasonable description requirement. Id. (alteration in original); see also Am. Civil Liberties Union of N. California v. Dep’t of Justice, No. 12-CV-04008-MEJ, 2014 WL 4954121, at *7 (N.D. Cal. Sept. 30, 2014) (holding plaintiffs’ requests for “[a]ll requests, subpoenas, and applications for court orders or warrants seeking location information since January 1, 2008” satisfied FOIA’s reasonable description requirement).

The Request’s precise request for all records that reference or use certain terms is a far cry from the cases in which courts have found that FOIA requests failed to reasonably describe the requested records. For example, in Landmark Legal Foundation v. Department of Justice, the court held that a request for “[r]ecords evincing the use of personal email accounts and other electronic communication and social media platforms to conduct government business” did not reasonably describe the records requested because it “d[id] not enable a professional DOJ employee to determine what records are being sought.” 211 F. Supp. 3d 311, 318 (D.D.C. 2016) (first alteration in original). The court explained that the plaintiff did “not define ‘evince,’ nor explain how a record can ‘evince’ the use of personal email or social media accounts” and that the request did “not ask for specific records, but rather for any records that might suggest that other records exist.” Id.; see, e.g., Yagman v. Pompeo, 868 F.3d 1075, 1078, 1081 (9th Cir. 2017) (holding request for “[r]ecords/information” on “the names and company/organization affiliations of any CIA employees, agents, operatives, contractors, mercenaries, and/or companies who are alleged to have engaged in torture of persons” not reasonably described because “Defendants would need to engage in quite a bit of guesswork to execute Yagman’s request.” (first alteration original)); Freedom Watch, Inc. v. C.I.A., 895 F. Supp. 2d 221, 228–29 (D.D.C. 2012) (finding a request to be “vague” where it sought “any and all information ‘leaked’ or otherwise provided about a draft version of” a document because “the term ‘leaks’ [was] not defined” and processing would require “federal employees to make complicated determinations about whether crimes have been committed”) (internal citation omitted)).
In sharp contrast to these cases, this Request seeks records that use or reference precise terms and were created during a limited period of time. Because such records are reasonably described, the FBI is obligated to make the requested information promptly available. Notably, the FBI has not alleged, much less shown, that a search for records responsive to paragraphs 1 and 3 of the Request would be unreasonably burdensome.

II. Failure to Conduct an Adequate Search

“An inadequate search for records constitutes an improper withholding under the FOIA.” Dean v. U.S. Dep’t of Justice, 141 F. Supp. 3d 46, 48 (D.D.C. 2015). “An agency’s search is adequate if its methods are reasonably calculated to locate records responsive to a FOIA request.” Hodge v. FBI, 764 F. Supp. 2d 134, 141 (D.D.C. 2011); see also 28 C.F.R. § 16.3(b) (explaining that FOIA requires agencies to “locate [records requested] with a reasonable amount of effort.”).

An obvious first step to conducting an adequate search would be to search records of the FBI Counterterrorism Division, which created the Intelligence Assessment (the “Assessment”), entitled “Black Identity Extremists Likely Motivated to Target Law Enforcement Officers.” See FBI, Black Identity Extremists Likely Motivated to Target Law Enforcement Officers at 1, 7 (Aug. 3, 2017), https://www.documentcloud.org/documents/4067711-BIE-Redacted.html. The “endnotes” to this Assessment cite numerous sources created by the FBI to support statements that use terms included in the Request, such as “BIE.” Id. at 10–11 (citing FBI “Information[s]” dated November 8, 2016; October 31, 2016; August 2, 2016; August 1, 2016; July 29, 2016; July 21, 2016; July 14, 2016; July 13, 2016; July 12, 2016; July 1, 2016; March 20, 2016; June 17, 2015; and November 1, 2014; FBI “Electronic Communication[s]” dated November 10, 2016; November 9, 2016; October 6, 2016; October 4, 2016; September 14, 2016; September 13, 2016; July 17, 2016; June 30, 2016; August 31, 2015; August 29, 2015; November 6, 2014; November 1, 2014; October 24, 2014; October 23, 2014; and September 9, 2014; Joint Intelligence Bulletin dated October 27, 2014; FBI Primer January 2014). Moreover, given that FBI Director Christopher Wray met with members of the Congressional Black Caucus to address their concerns regarding the Assessment, additional documents discussing the subject of the Assessment—documents that would be responsive to at least paragraph 1 the Request—would likely be found during an adequate search. See Max Kutner, Black Cong. Members to Meet with FBI Dir. Over ‘Black Identity Extremists’ Memo (Nov. 11, 2017), http://www.newsweek.com/congressional-black-caucus-black-identity-extremists-fbi-700248; Max Kutner, FBI’s ‘Black Identity Extremists’ Assessment Spurs Questions from Lawmakers (Nov. 29, 2017), http://www.newsweek.com/black-congressional-caucus-fbi-identity-extremists-726514.

By failing to disclose records responsive to paragraphs 1 and 3 of the Request within the applicable timeframe and failing to provide a plausible justification for nondisclosure, the FBI has violated 5 U.S.C. § 552(a)(6)(A). To the extent that this failure is attributable to the inadequacy of the FBI’s search for responsive records, the FBI violated 5 U.S.C. §§ 552(a)(3)(C), (D).
III. Improper Withholding of Records

The FBI has an obligation under FOIA not to withhold documents improperly from a requestor. 5 U.S.C. § 552(a)(4)(B). The FBI has failed to disclose any records responsive to paragraphs 1 or 3 of the Request, and it has also failed to justify any withholding on the basis of specific FOIA exemptions. To the extent that the FBI is withholding records under asserted FOIA exemptions, it has not met its burden to provide “detailed” and “specific” justifications for why any claimed exemptions apply to the records sought. See Ray, 502 U.S. at 173 (“[B]urden [is] on the agency to justify the withholding of any requested documents”); see generally Vaughn v. Rosen, 484 F.2d 820, 826 (D.C. Cir. 1973) (“[C]ourts will simply no longer accept conclusory and generalized allegations of exemptions”).

*    *    *

The Responses violate FOIA by refusing to search for records responsive to the Request despite the fact that the records sought are reasonably described.

In accordance with FOIA, we expect a response within 20 working days. See 5 U.S.C. § 552(a)(6)(A)(ii).

Thank you for your prompt attention to this appeal.

Sincerely,

/s/ Nusrat J. Choudhury
Nusrat J. Choudhury
Deputy Director
Joshua David Riegel
Attorney, Marvin M. Karpatin Fellow
Racial Justice Program

Steven Renderos
Senior Campaigns Director
Center for Media Justice
436 14th Street—Suite 500
Oakland, California 94612
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Hugh Handeyside
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Re: Request Under Freedom of Information Act
(Expedited Processing & Fee Waiver/Limitation Requested)
October 30, 2018

Via Facsimile

Federal Bureau of Investigation
Attn: FOI/PA Request
Record/Information Dissemination Section
170 Marcel Drive
Winchester, VA 22602-4843
Fax: (540) 868-4391/4997

Re: Request Under Freedom of Information Act
(Expedited Processing & Fee Waiver/Limitation Requested)

To Whom It May Concern:

The American Civil Liberties Union and the American Civil Liberties Union Foundation (together, the “ACLU”)¹ and the Center for Media Justice (“CMJ”)² submit this Freedom of Information Act request (the “Request”) for records regarding the FBI’s surveillance of Black people on the basis of a purported shared ideology, including but not limited to records using the FBI’s new term “Black Identity Extremists,” and older terms like “Black Separatist Extremists,” “Black Nationalists,” “Black Separatists,” and “Black Supremacist Extremists.”

I. Background

On October 6, 2017, Foreign Policy published an article disclosing the existence of an FBI Intelligence Assessment titled “Black Identity Extremists Likely Motivated to Target Law

¹ The American Civil Liberties Union Foundation is a 501(c)(3) organization that provides legal representation free of charge to individuals and organizations in civil rights and civil liberties cases, educates the public about the civil rights and civil liberties implications of pending and proposed state and federal legislation, provides analyses of pending and proposed legislation, directly lobbies legislators, and mobilizes its members to lobby their legislators. The American Civil Liberties Union is a separate non-profit, 501(c)(4) membership organization that educates the public about the civil liberties implications of pending and proposed state and federal legislation, provides analysis of pending and proposed legislation, directly lobbies legislators, and mobilizes its members to lobby their legislators.

² The Center for Media Justice is a nationally recognized organizing hub representing the media policy interests and building the cultural leadership of hundreds of social justice groups across the United States. Its mission is to create media and cultural conditions that strengthen movements for racial justice, economic equity, and human rights.
Enforcement Officers” (the “Assessment”). The Assessment was disseminated to 18,000 law enforcement agencies across the country. In the days after it became public, the Assessment garnered substantial public and media attention—and for good reason.

News outlets report that the term “Black Identity Extremists” appears to be “entirely new,” and suggest that the FBI created the term to justify surveillance of, and other government action against, Black people, including Black activists. This would add to the long list of terms the FBI has historically used in attempts to group unconnected Black people together for the purpose of conducting surveillance. The Assessment itself notes that it builds from prior bulletins about so-called “Black Separatist Extremists.”

Although largely part of a longer history, the term “Black Identity Extremists” is also distinguishable. As noted by U.S. Representative Karen Bass, the “Black Identity Extremists” designation, the label appears to improperly group together any individuals who have a sense of “Black identity,” or, in the FBI’s words, “resort to violence or unlawful activities ‘in response to perceive[ ] racism and injustice in American society’.” But the targeting of people solely because of a belief in “Black identity” or engagement in First Amendment protected activity to counter racism and injustice is unlawful. And the profiling of Black activists on the basis of race and ethnicity is impermissible.

Moreover, the Assessment raises important questions about the FBI’s priorities and allocation of resources. It suggests that, at a time when concerns about President Trump’s support of white supremacists are growing, the FBI explicitly considers Black activists a

---

6 Winter & Weinberger, supra n. 3.  
domestic terrorist threat. It reveals that, although most individuals who shoot and kill officers are white, and government reports show that white supremacists were responsible for nearly 75 percent of deadly extremist attacks between 2001 and 2016, the FBI is allocating investigative resources to surveilling Black people on the basis of six incidents. And it shows that, in its investigations, the FBI considers individuals' use of social media, including information about who they associated with, what search terms they used, and what content they liked.

Public concern that law enforcement created and use the "Black Identity Extremist" designation to improperly surveil, investigate, and prosecute Black activists has only mounted since the disclosure of the Assessment. There has been significant public debate as to whether a Texas man, Rakem Balogun, is the first Black activist arrested due to surveillance conducted as a result of the BIE designation. In May 2018, a federal judge in Texas dismissed the indictment charging Balogun with illegal gun ownership and ordered his release after five months of pretrial detention while the government tried—and ultimately failed—to prosecute him for illegal gun ownership. FBI agents investigating "domestic terrorism" began monitoring Mr. Balogun after he participated in a rally in March 2015 protesting law enforcement and made Facebook posts expressing solidarity with a man who allegedly killed police officers in Texas. Mr. Balogun had co-founded two groups committed to opposing police brutality, advocating for the rights of Black gun owners, coordinating meals for the homeless, and providing self-defense classes.

Public concern has also centered around federal, state, and local surveillance of Black activists associated with the Black Lives Matter ("BLM") movement. In August 2018, BLM

---

9 Levin, supra n. 5.


12 See supra n. 5.


14 See Levin, supra note 13.

15 Id. Although federal authorities have not officially designed Mr. Balogun a so-called Black Identity Extremist, media have reported that the prosecution's "language in court resembled the warnings in the" BIE Assessment. Id.
activists in Memphis, Tennessee, learned that, in 2016 and 2017, the Memphis Police Department, under the direction of the Department of Homeland Security, used social media platforms to spy on BLM activists.\textsuperscript{16} Accessing both public and private Facebook posts, the police tracked BLM activists, their social media contacts, and, in at least once case, an activist’s spouse, according to documents recently obtained by the ACLU.\textsuperscript{17} Memphis police used this information to prepare “joint intelligence briefs,” which were widely shared with the Shelby County sheriff and government officials, the county school district, the Tennessee Department of Homeland Security, the U.S. Department of Homeland Security, the U.S. Department of Justice, the U.S. Military, the Memphis municipal utility company, the regional utility company, and private companies, such as FedEx and Autozone.\textsuperscript{18}

Members of Congress have even voiced their concern about the probability that the government is spying on Black activists under the Assessment’s guidance. In November 2017, shortly after disclosure of the FBI’s “Black Identity Extremists” Assessment, Congressional Black Caucus Chairman Cedric Richmond condemned the Trump Administration for spying on Black Americans and labeling a threat to the nation.\textsuperscript{19} In March 2018, legislators convened a hearing to discuss the designation, at which Representative Bass expressed concern that “Black Identity Extremists” could be applied to “all protesters” demonstrating for an end to police violence against Black people.\textsuperscript{20} She also noted that the Assessment conflated “unconnected things” in order to arrive at its conclusion and demanded a “total retraction” of the report.\textsuperscript{21} The Congressional Black Caucus, both in a private meeting and during public testimony, has asked FBI Director Christopher Wray to rescind the report—he has not committed to doing so.\textsuperscript{22}

Because of the public interest in the FBI’s term “Black Identity Extremists” and more broadly in FBI surveillance of Black people and Black activists, the ACLU and CMJ seek release of the records described below. Through this Request, the ACLU and CMJ aim to facilitate the public’s indispensable role in checking the power of our government, including impermissible


\textsuperscript{17} Id.


\textsuperscript{19} Fulwood, \textit{supra} n. 17.


\textsuperscript{22} See \textit{supra} n. 4.
profiling of activists on the basis of race, ethnicity, or First Amendment protected speech or activity.

II. Requested Records

The ACLU and CMJ seek release of:

1. All records created since January 1, 2014, that use any of the following terms or abbreviations in singular or plural form: “Black Identity Extremist” (“BIE”), “Black Nationalist” (“BN”), “Black Separatist” (“BS”), or “Black Supremacist Extremist” (“BSE”);

2. All records referencing, or created in response to, public and Congressional inquiries or reactions to the existence or contents of the FBI Intelligence Assessment titled “Black Identity Extremists Likely Motivated to Target Law Enforcement Officers”; and

3. All records created since January 1, 2014, that reference “extremist” violence committed by Black people in the United States, including but not limited to individuals described as “Black Identity Extremists,” “Black Nationalists,” “Black Separatists,” or “Black Supremacist Extremists.”

For the purposes of this Request, “records” are collectively defined to include, but are not limited to: intelligence notes, assessments, Field Analysis Reports, raw intelligence reporting, finished intelligence, bulletins, instructions, directives, guidance documents, formal and informal presentations, training documents, PowerPoints, slide decks, presentation materials, alerts, updates, advisories, reports, legal and policy memoranda, contracts or agreements, minutes or notes of meetings and phone calls, memoranda, legal opinions, evaluations, memorializations, guidelines, e-mails (including e-mails between federal government employees and individuals employed by state and local governments, private companies, and/or non-governmental organizations), attachments to e-mails, and social-media posts.

The FBI has an obligation to search all such field offices that are reasonably expected to produce any relevant information. See, e.g., Oglesby v. U.S. Dep’t of Army, 920 F.2d 57, 68 (D.C. Cir. 1990); Marks v. U.S. Dep’t of Justice, 578 F.2d 261, 263 (9th Cir. 1978) (agency not required to search all of its field offices because request did not ask for a search beyond the agency’s central files); see also Am. Immigration Council v. U.S. Dep’t of Homeland Sec., 950 F. Supp. 2d 221, 230 (D.D.C. 2013).

With respect to the form of production, see 5 U.S.C. § 552(a)(3)(B), the ACLU and CMJ request that responsive electronic records be provided electronically in their native file format, if possible. Alternatively, the ACLU and CMJ request that the records be provided electronically in a text-searchable, static-image format (PDF), in the best image quality in the agency’s possession, and that the records be provided in separate, Bates-stamped files.
III. Application for Expedited Processing

The ACLU and CMJ request expedited processing pursuant to 5 U.S.C. § 552(a)(6)(E).\textsuperscript{23} There is a “compelling need” for these records, as defined in the statute, because the information requested is “urgently” needed by an organization primarily engaged in disseminating information “to inform the public concerning actual or alleged Federal Government activity.” 5 U.S.C. § 552(a)(6)(E)(v)(II).

A. The ACLU is an organization primarily engaged in disseminating information in order to inform the public about actual or alleged government activity.

The ACLU is “primarily engaged in disseminating information” within the meaning of the statute. 5 U.S.C. § 552(a)(6)(E)(v)(II).\textsuperscript{24} Obtaining information about government activity, analyzing that information, and widely publishing and disseminating that information to the press and public are critical and substantial components of the ACLU’s work and are among its primary activities.\textsuperscript{25}

The ACLU regularly publishes STAND, a print magazine that reports on and analyzes civil liberties-related current events. The magazine is disseminated to over 620,000 people. The ACLU also publishes regular updates and alerts via email to approximately 2.15 million subscribers (both ACLU members and non-members). These updates are additionally broadcast to 1.5 million social media followers (members and non-members). The magazine as well as the email and social-media alerts often include descriptions and analysis of information obtained through FOIA requests.

The ACLU also regularly issues press releases to call attention to documents obtained through FOIA requests, as well as other breaking news,\textsuperscript{26} and ACLU attorneys are interviewed

\textsuperscript{23} See also 28 C.F.R. § 16.5(e).

\textsuperscript{24} See also 28 C.F.R. § 16.5(e)(1)(ii).

\textsuperscript{25} See ACLU v. DOJ, 321 F. Supp. 2d 24, 29 n.5 (D.D.C. 2004) (finding non-profit public interest group that “gathers information of potential interest to a segment of the public, uses its editorial skills to turn the raw material into a distinct work, and distributes that work to an audience” to be “primarily engaged in disseminating information”). Courts have found that the ACLU as well as other organizations with similar missions that engage in information-dissemination activities similar to the ACLU are “primarily engaged in disseminating information.” See, e.g., Leadership Conference on Civil Rights v. Gonzales, 404 F. Supp. 2d 246, 260 (D.D.C. 2005); Elec. Privacy Info. Ctr. v. DOD, 241 F. Supp. 2d 5, 11 (D.D.C. 2003).

frequently for news stories about documents released through ACLU FOIA requests.\textsuperscript{27}

Similarly, the ACLU publishes reports about government conduct and civil liberties issues based on its analysis of information derived from various sources, including information obtained from the government through FOIA requests. This material is broadly circulated to the public and widely available to everyone for no cost or, sometimes, for a small fee. ACLU national projects regularly publish and disseminate reports that include a description and analysis of government documents obtained through FOIA requests.\textsuperscript{28} The ACLU also regularly publishes books, “know your rights” materials, fact sheets, and educational brochures and pamphlets designed to educate the public about civil liberties issues and government policies that implicate civil rights and liberties.

The ACLU publishes a widely read blog where original editorial content reporting on and analyzing civil rights and civil liberties news is posted daily.\textsuperscript{29} The ACLU creates and disseminates original editorial and educational content on civil rights and civil liberties news through multi-media projects, including videos, podcasts, and interactive features.\textsuperscript{30} The ACLU also publishes, analyzes, and disseminates information through its heavily visited website, www.aclu.org. The website addresses civil rights and civil liberties issues in depth, provides features on civil rights and civil liberties issues in the news, and contains many thousands of documents relating to the issues on which the ACLU is focused. The ACLU’s website also serves as a clearinghouse for news about ACLU cases, as well as analysis about case developments, and an archive of case-related documents. Through these pages, and with respect to each specific civil liberties issue, the ACLU provides the public with educational material.


29 \textit{See} https://www.aclu.org/blog.

recent news, analyses of relevant Congressional or executive branch action, government documents obtained through FOIA requests, and further in-depth analytic and educational multimedia features.

The ACLU website includes many features on information obtained through the FOIA.\textsuperscript{31} For example, the ACLU’s “Predator Drones FOIA” webpage, https://www.aclu.org/national-security/predator-drones-foia, contains commentary about the ACLU’s FOIA request, press releases, analysis of the FOIA documents, numerous blog posts on the issue, documents related to litigation over the FOIA request, frequently asked questions about targeted killing, and links to the documents themselves. Similarly, the ACLU maintains an online “Torture Database,” a compilation of over 100,000 pages of FOIA documents that allows researchers and the public to conduct sophisticated searches of FOIA documents relating to government policies on rendition, detention, and interrogation.\textsuperscript{32}

The ACLU has also published a number of charts and explanatory materials that collect, summarize, and analyze information it has obtained through the FOIA. For example, through compilation and analysis of information gathered from various sources—including information obtained from the government through FOIA requests—the ACLU created a website titled “Mapping the FBI,” which provides the public and news media with information about the FBI’s investigative and intelligence collection activities.\textsuperscript{33} Similarly, the ACLU has used information gathered through FOIA requests to build an original chart that provides the public and news media with a comprehensive summary index of Bush-era Office of Legal Counsel memos relating to interrogation, detention, rendition, and surveillance.\textsuperscript{34} And the ACLU produced a summary of documents released in response to a FOIA request related to the FISA Amendments


Act\textsuperscript{35}; a chart of original statistics about the Defense Department’s use of National Security Letters based on its own analysis of records obtained through FOIA requests\textsuperscript{36}; and an analysis of documents obtained through FOIA requests about FBI surveillance flights over Baltimore.\textsuperscript{37}

The ACLU plans to analyze, publish, and disseminate to the public the information gathered through this Request. The records requested are not sought for commercial use and the requesters plan to disseminate the information disclosed as a result of this Request to the public at no cost.

B. \textit{CMJ is an organization primarily engaged in disseminating information in order to inform the public about actual or alleged government activity.}

CMJ is also “primarily engaged in disseminating information” within the meaning of the statute. 5 U.S.C. § 552(a)(6)(E)(v)(II).\textsuperscript{38} CMJ is a nationally recognized organizing hub representing the media policy interests and building the cultural leadership of hundreds of social justice groups across the United States. CMJ includes a network of nearly 100 affiliates, over 75\% of which are local, regional, or statewide social justice organizations based in underrepresented communities, comprising the largest racial justice network for media rights, access, and representation in the United States. Its mission is to create media and cultural conditions that strengthen movements for racial justice, economic equity, and human rights.

CMJ has a focus on government surveillance of communities of color, particularly the unequal and historic surveillance of Black people, Muslims, migrants, and the social movements that represent them.\textsuperscript{39} CMJ disseminates information on this topic, and others, through publishing its blog, the CultureSHIFT Report\textsuperscript{40}; publishing reports, such as \textit{Digital Discrimination: Big Data, Surveillance, & Racial Justice}\textsuperscript{41}; and organizing events, including virtual town halls, such as “We Are The Color Of Freedom: Resisting Racist Police Surveillance in a Trump Era,”\textsuperscript{42} and participating in conferences, such as the annual “Color of Surveillance”


\textsuperscript{38} See also 28 C.F.R. § 16.5(e)(1)(ii).


\textsuperscript{40} \textit{The CultureSHIFT Report}, The Ctr. for Media Just. (last visited Oct. 17, 2017), http://centerformediajustice.org/blog/.

conference.\textsuperscript{43} CMJ representatives are also interviewed for news stories about these issues, such as Executive Director Malkia Cyril’s recent appearance on a national news program to discuss the Assessment.\textsuperscript{44} Through these activities, CMJ “gathers information of potential interest to a segment of the public, uses its editorial skills to turn the raw material into a distinct work, and distributes that work to an audience.”\textsuperscript{45}

CMJ also plans to analyze, publish, and disseminate to the public the information gathered through this Request. The records requested are not sought for commercial use and the requesters plan to disseminate the information disclosed as a result of this Request to the public at no cost.

C. \textit{The records sought are urgently needed to inform the public about actual or alleged government activity.}

These records are urgently needed to inform the public about actual or alleged government activity. See 5 U.S.C. § 552(a)(6)(E)(v)(II).\textsuperscript{46} Specifically, as discussed in Part I, \textit{supra}, release of the requested records would inform the public about the FBI’s domestic surveillance, investigations, and priorities, as well as any impermissible racial profiling.

Given the foregoing, the ACLU and CMJ have satisfied the requirements for expedited processing of this Request.

\textbf{IV. Application for Waiver or Limitation of Fees}

The ACLU and CMJ request a waiver of document search, review, and duplication fees on the grounds that disclosure of the requested records is in the public interest and because disclosure is “likely to contribute significantly to public understanding of the operations or activities of the government and is not primarily in the commercial interest of the requester.” 5 U.S.C. § 552(a)(4)(A)(iii).\textsuperscript{47} The ACLU and CMJ also request a waiver of search fees on the

\begin{flushleft}


\textsuperscript{45} \textit{See ACLU}, 321 F. Supp. 2d at 29 n.5.

\textsuperscript{46} \textit{See also} 28 C.F.R. § 16.5(e)(1)(ii).

\textsuperscript{47} \textit{See also} 28 C.F.R. § 16.10(k)(2).
\end{flushleft}
grounds that the ACLU and CMJ each qualify as a “representative of the news media” and the records are not sought for commercial use. 5 U.S.C. § 552(a)(4)(A)(ii)(II).48

A. The Request is likely to contribute significantly to public understanding of the operations or activities of the government and is not primarily in the commercial interest of the ACLU or CMJ.

As discussed above, news accounts underscore the substantial public interest in the records sought through this Request. Given the ongoing and widespread media attention to this issue, the records sought will significantly contribute to public understanding of the FBI’s surveillance and investigations of Black activists on the basis of a purported shared ideology—an issue of profound public importance.

Neither the ACLU nor CMJ is filing this Request to further its commercial interest. As described above, any information disclosed by the ACLU or CMJ as a result of this FOIA Request will be available to the public at no cost. Thus, a fee waiver would fulfill Congress’s legislative intent in amending the FOIA. See Judicial Watch, Inc. v. Rossotti, 326 F.3d 1309, 1312 (D.C. Cir. 2003) (“Congress amended FOIA to ensure that it be liberally construed in favor of waivers for noncommercial requesters.”) (quotation marks omitted)).

B. The ACLU and CMJ are representatives of the news media and the records are not sought for commercial use.

The ACLU and CMJ also request a waiver of search fees on the grounds that both the ACLU and CMJ qualify as a “representative of the news media” and the records are not sought for commercial use. 5 U.S.C. § 552(a)(4)(A)(ii)(II).

The ACLU and CMJ each meet the statutory and regulatory definitions of a “representative of the news media” because each is an “entity that gathers information of potential interest to a segment of the public, uses its editorial skills to turn the raw materials into a distinct work, and distributes that work to an audience.” 5 U.S.C. § 552(a)(4)(A)(ii)(III);49 see also Nat’l Sec. Archive v. DOD, 880 F.2d 1381, 1387 (D.C. Cir. 1989) (finding that an organization that gathers information, exercises editorial discretion in selecting and organizing documents, “devises indices and finding aids,” and “distributes the resulting work to the public” is a “representative of the news media” for purposes of the FOIA); Serv. Women’s Action Network v. DOD, 888 F. Supp. 2d 282 (D. Conn. 2012) (requesters, including ACLU, were representatives of the news media and thus qualified for fee waivers for FOIA requests to the Department of Defense and Department of Veterans Affairs); ACLU of Wash. v. DOJ, No. C09-0642RSL, 2011 WL 887731, at *10 (W.D. Wash. Mar. 10, 2011) (finding that the ACLU of Washington is an entity that “gathers information of potential interest to a segment of the public, uses its editorial skills to turn the raw materials into a distinct work, and distributes that work to an audience”); ACLU, 321 F. Supp. 2d at 30 n.5 (finding non-profit public interest group to be.

48 See also id.

49 See also 28 C.F.R. § 16.10(b)(6).
"primarily engaged in disseminating information"). The ACLU and CMJ are each therefore a
"representative of the news media" for the same reasons they are "primarily engaged in the
dissemination of information."

Furthermore, courts have found other organizations whose mission, function, publishing,
and public education activities are similar in kind to the ACLU’s and CMJ’s to be
"representatives of the news media," even though they engage in litigation and lobbying
activities beyond their dissemination of information / public education activities. See, e.g., Elec.
Privacy Info. Ctr., 241 F. Supp. 2d at 5, 10–15 (finding non-profit public interest group that
disseminated an electronic newsletter and published books was a “representative of the news
media” for purposes of the FOIA); see also Nat’l Sec. Archive, 880 F.2d at 1387; Judicial Watch,
a "public interest law firm," a news media requester); cf. Leadership Conference on Civil Rights,
404 F. Supp. 2d at 260.

On account of these factors, fees associated with responding to FOIA requests are
regularly waived for the ACLU as a "representative of the news media." As was true in those
instances, the ACLU, as well as CMJ, each meets the requirements for a fee waiver here.

* * *

Pursuant to applicable statutes and regulations, the ACLU and CMJ expect a
determination regarding expedited processing within 10 days. See 5 U.S.C. § 552(a)(6)(E)(ii); 28
C.F.R. § 16.5(e)(4).

If the Request is denied in whole or in part, the ACLU and CMJ ask that you justify all
deletions by reference to specific exemptions to the FOIA. The ACLU and CMJ expect the

---

50 In May 2016, the FBI granted a fee-waiver request regarding a FOIA request submitted to the DOJ for documents related to Countering Violent Extremism Programs. In April 2013, the National Security Division of the DOJ granted a fee-waiver request with respect to a request for documents relating to the FISA Amendments Act. Also in April 2013, the DOJ granted a fee-waiver request regarding a FOIA request for documents related to “national security letters” issued under the Electronic Communications Privacy Act. In August 2013, the FBI granted the fee-waiver request related to the same FOIA request issued to the DOJ. In June 2011, the DOJ National Security Division granted a fee waiver to the ACLU with respect to a request for documents relating to the interpretation and implementation of a section of the PATRIOT Act. In March 2009, the State Department granted a fee waiver to the ACLU with regard to a FOIA request for documents relating to the detention, interrogation, treatment, or prosecution of suspected terrorists. Likewise, in December 2008, the DOJ granted the ACLU a fee waiver with respect to the same request. In November 2006, the Department of Health and Human Services granted a fee waiver to the ACLU with regard to a FOIA request. In May 2005, the U.S. Department of Commerce granted a fee waiver to the ACLU with respect to its request for information regarding the radio-frequency identification chips in United States passports. In March 2005, the Department of State granted a fee waiver to the ACLU on a request regarding the use of immigration laws to exclude prominent non-citizen scholars and intellectuals from the country because of their political views, statements, or associations. In addition, the Department of Defense did not charge the ACLU fees associated with FOIA requests submitted by the ACLU in April 2007, June 2006, February 2006, and October 2003. The DOJ did not charge the ACLU fees associated with FOIA requests submitted by the ACLU in November 2007, December 2005, and December 2004. Finally, three separate agencies—the Federal Bureau of Investigation, the Office of Intelligence Policy and Review, and the DOJ Office of Information and Privacy—did not charge the ACLU fees associated with a FOIA request submitted by the ACLU in August 2002.
release of all segregable portions of otherwise exempt material. See 5 U.S.C. § 552(b). The 
ACLU and CMJ reserve the right to appeal a decision to withhold any information or deny a 
waiver of fees.

Thank you for your prompt attention to this matter. Please furnish the applicable records 
to:

Nusrat Choudhury 
Deputy Director 
Racial Justice Program 
American Civil Liberties Union 
125 Broad Street—18th Floor 
New York, New York 10004 
T: (212) 519-7876 
F: (212) 549-2654 
nchoudhury@aclu.org 

I affirm that the information provided supporting the request for expedited processing is 

Respectfully,

/s Nusrat J. Choudhury 
Nusrat J. Choudhury 
Deputy Director 
Joshua David Riegel 
Racial Justice Program 
American Civil Liberties Union Foundation 
125 Broad Street—18th Floor 
New York, New York 10004

Hugh Handeyside 
Asma Peracha 
National Security Project 
American Civil Liberties Union Foundation 
125 Broad Street—18th Floor 
New York, New York 10004

Steven Renderos 
Organizing Director 
Center for Media Justice 
436 14th Street Suite 500 
Oakland, CA 94612
MR. NUSRAT CHOUHDURY  
AMERICAN CIVIL LIBERTIES UNION  
16TH FLOOR  
125 BROAD STREET  
NEW YORK, NY 10004

Request No.: NFP-102340  
Subject: Records Referencing “Black Identity Extremist (BIE),” “Black Nationalist (BN),” “Black Separatist (BS),” or “Black Supremacist Extremist (BSE)” (January 1, 2014 to Present)

Dear Mr. Choudhury,

This is in response to your Freedom of Information/Privacy Acts (FOIPA) request.

The FOIA/FOIPA provides for access to Government records where the records sought are "reasonably described" [Title 5, United States Code, Section 552(a)(3)(A)]. Your letter does not contain enough descriptive information to permit a search of our records. In accordance with Title 28, Code of Federal Regulations, Part 16.3(b), please provide us more specific information.

Examples of specific information which could assist in locating potentially responsive records within a reasonable amount of effort are as follows:

- Complete names of individuals
  - Birth date
  - Place of birth
  - Place of death
  - Location of incident
- Organizations/Events
  - Date of event
  - Time frame
  - Location
- Specific time frame
- Specific location

For questions on how to reasonably describe your request, please email us at foipquestions@fbi.gov. You may also visit www.fbi.gov and select “Services,” “Information Management,” and “Freedom of Information/Privacy Act” for additional guidance.

You may file an appeal by writing to the Director, Office of Information Policy (OIP), United States Department of Justice, Suite 11050, 1425 New York Avenue, NW, Washington, D.C. 20530-0001, or you may submit an appeal through OIP’s FOIA online portal by creating an account on the following website: https://www.foiaonline.gov/foiaonline/action/public/home. Your appeal must be postmarked or electronically transmitted within ninety (90) days from the date of this letter in order to be considered timely. If you submit your appeal by mail, both the letter and the envelope should be clearly marked “Freedom of Information Act Appeal.” Please cite the FOIPA Request Number assigned to your request so it may be easily identified.
You may seek dispute resolution services by contacting the Office of Government Information Services (OGIS) at 877-684-6448, or by emailing ogis@nara.gov. Alternatively, you may contact the FBI’s FOIA Public Liaison by emailing foiaquestions@fbi.gov. If you submit your dispute resolution correspondence by email, the subject heading should clearly state “Dispute Resolution Services.” Please also cite the FOIPA Request Number assigned to your request so it may be easily identified.

Enclosed for your information is a copy of the FBI Fact Sheet.

Sincerely,

[Signature]

David M. Hardy  
Section Chief,  
Record/Information Dissemination Section  
Information Management Division

Enclosure
FBI FACT SHEET

- The primary functions of the FBI are national security and law enforcement.

- The FBI does not keep a file on every citizen of the United States.

- The FBI was not established until 1908 and we have very few records prior to the 1920s.

- FBI files generally contain reports of FBI investigations of a wide range of matters, including counterterrorism, counter-intelligence, cyber-crime, public corruption, civil rights, organized crime, white collar crime, major thefts, violent crime, and applicants.

- The FBI does not issue clearances or deny clearances for anyone other than its own personnel or persons having access to FBI facilities. Background investigations for security clearances are conducted by many different Government agencies. Persons who received a clearance while in the military or employed with some other government agency should contact that entity. Most government agencies have websites which are accessible on the internet which have their contact information.

- An identity history summary check or “rap sheet” is NOT the same as an “FBI file.” It is a listing of information taken from fingerprint cards and related documents submitted to the FBI in connection with arrests, federal employment, naturalization or military service. The subject of a “rap sheet” may obtain a copy by submitting a written request to FBI CJIS Division – Summary Request, 1000 Custer Hollow Road, Clarksburg, WV 26306. Along with a specific written request, the individual must submit a new full set of his/her fingerprints in order to locate the record, establish positive identification, and ensure that an individual’s records are not disseminated to an unauthorized person. The fingerprint submission must include the subject’s name, date and place of birth. There is a required fee of $18 for this service, which must be submitted by money order or certified check made payable to the Treasury of the United States. A credit card payment option is also available. Forms for this option and additional directions may be obtained by accessing the FBI Web site at www.fbi.gov/about-us/cjis/identity-history-summary-checks.

- The National Name Check Program (NNCP) conducts a search of the FBI’s Universal Index (UNI) to identify any information contained in FBI records that may be associated with an individual and provides the results of that search to a requesting federal, state or local agency. Names are searched in a multitude of combinations and phonetic spellings to ensure all records are located. The NNCP also searches for both “main” and “cross reference” files. A main file is an entry that carries the name corresponding to the subject of a file, while a cross reference is merely a mention of an individual contained in a file. A search of this magnitude can result in several “hits” on an individual. In each instance where UNI has identified a name variation or reference, information must be reviewed to determine if it is applicable to the individual in question.

- The Record/Information Dissemination Section (RIDS) searches for records and provides copies of FBI documents responsive to Freedom of Information or Privacy Act (FOIPA) requests for information. RIDS provides responsive documents to requesters seeking “reasonably described information.” For a FOIPA search, the subject’s name, event, activity, or business is searched to determine whether there is an associated investigative file. This is called a “main file search” and differs from the NNCP search.

FOR GENERAL INFORMATION ABOUT THE FBI, VISIT OUR WEBSITE AT www.fbi.gov
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EXHIBIT C
November 2, 2018

MR. NUSRAT CHOU DHURY
AMERICAN CIVIL LIBERTIES UNION FOUNDATION
16TH FLOOR
125 BROAD STREET
NEW YORK, NY 10004

Request No.: NFP-102341
Subject: Records Referencing Extremist Violence Committed by Black People in the United States (January 1, 2014 to Present)

Dear Mr. Choudhury:

This is in response to your Freedom of Information/Privacy Acts (FOIPA) request.

The FOIA/FOIPA provides for access to Government records where the records sought are "reasonably described" [Title 5, United States Code, Section 552(a)(3)(A)]. Your letter does not contain enough descriptive information to permit a search of our records. In accordance with Title 28, Code of Federal Regulations, Part 16.3(b), please provide us more specific information.

Examples of specific information which could assist in locating potentially responsive records within a reasonable amount of effort are as follows:

- Complete names of individuals
  - Birth date
  - Place of birth
  - Place of death
  - Location of incident
- Organizations/Events
  - Date of event
  - Date frame
  - Location
- Specific time frame
- Specific location

For questions on how to reasonably describe your request, please email us at foipauquestions@fbi.gov. You may also visit www.fbi.gov and select "Services," "Information Management," and "Freedom of Information/Privacy Act" for additional guidance.

You may file an appeal by writing to the Director, Office of Information Policy (OIP), United States Department of Justice, Suite 11050, 1425 New York Avenue, NW, Washington, D.C. 20530-0001, or you may submit an appeal through OIP's FOIA online portal by creating an account on the following website: https://www.foiaonline.gov/foiaonline/action/public/home. Your appeal must be postmarked or electronically transmitted within ninety (90) days from the date of this letter in order to be considered timely. If you submit your appeal by mail, both the letter and the envelope should be clearly marked "Freedom of Information Act Appeal." Please cite the FOIPA Request Number assigned to your request so it may be easily identified.
You may seek dispute resolution services by contacting the Office of Government Information Services (OGIS) at 877-684-6448, or by emailing ogis@nara.gov. Alternatively, you may contact the FBI's FOIA Public Liaison by emailing foipaguestions@fbi.gov. If you submit your dispute resolution correspondence by email, the subject heading should clearly state "Dispute Resolution Services." Please also cite the FOIPA Request Number assigned to your request so it may be easily identified.

Enclosed for your information is a copy of the FBI Fact Sheet.

Sincerely,

[Signature]

David M. Hardy
Section Chief,
Record/Information
Dissemination Section
Information Management Division

Enclosure
FBI FACT SHEET

- The primary functions of the FBI are national security and law enforcement.
- The FBI does not keep a file on every citizen of the United States.
- The FBI was not established until 1908 and we have very few records prior to the 1920s.
- FBI files generally contain reports of FBI investigations of a wide range of matters, including counterterrorism, counter-intelligence, cyber-crime, public corruption, civil rights, organized crime, white collar crime, major thefts, violent crime, and applicants.
- The FBI does not issue clearances or deny clearances for anyone other than its own personnel or persons having access to FBI facilities. Background investigations for security clearances are conducted by many different Government agencies. Persons who received a clearance while in the military or employed with some other government agency should contact that entity. Most government agencies have websites which are accessible on the internet which have their contact information.
- An identity history summary check or “rap sheet” is NOT the same as an “FBI file.” It is a listing of information taken from fingerprint cards and related documents submitted to the FBI in connection with arrests, federal employment, naturalization or military service. The subject of a “rap sheet” may obtain a copy by submitting a written request to FBI CJIS Division – Summary Request, 1000 Custer Hollow Road, Clarksburg, WV 26306. Along with a specific written request, the individual must submit a new full set of his/her fingerprints in order to locate the record, establish positive identification, and ensure that an individual’s records are not disseminated to an unauthorized person. The fingerprint submission must include the subject’s name, date and place of birth. There is a required fee of $18 for this service, which must be submitted by money order or certified check made payable to the Treasury of the United States. A credit card payment option is also available. Forms for this option and additional directions may be obtained by accessing the FBI Web site at www.fbi.gov/about-us/cjis/identity-history-summary-checks.
- The National Name Check Program (NNCP) conducts a search of the FBI’s Universal Index (UNI) to identify any information contained in FBI records that may be associated with an individual and provides the results of that search to a requesting federal, state or local agency. Names are searched in a multitude of combinations and phonetic spellings to ensure all records are located. The NNCP also searches for both “main” and “cross reference” files. A main file is an entry that carries the name corresponding to the subject of a file, while a cross reference is merely a mention of an individual contained in a file. A search of this magnitude can result in several “hits” on an individual. In each instance where UNI has identified a name variation or reference, information must be reviewed to determine if it is applicable to the individual in question.
- The Record/Information Dissemination Section (RIDS) searches for records and provides copies of FBI documents responsive to Freedom of Information or Privacy Act (FOIPA) requests for information. RIDS provides responsive documents to requesters seeking “reasonably described information.” For a FOIPA search, the subject’s name, event, activity, or business is searched to determine whether there is an associated investigative file. This is called a “main file search” and differs from the NNCP search.

FOR GENERAL INFORMATION ABOUT THE FBI, VISIT OUR WEBSITE AT www.fbi.gov

06/26/18