ACLU Briefing Paper:
What Is Wrong With the Government’s
“Countering Violent Extremism” Programs

According to the federal government, “Countering Violent Extremism” (“CVE”) is a top national security priority. The White House has tasked numerous federal agencies with executing CVE initiatives, the aim of which is to prevent “ideologically motivated violence” by strengthening communities. While preventing violence and strengthening communities are worthwhile goals, the scant public information about CVE programs suggests that they are based on discredited and unscientific theories positing a progression from religious or political beliefs to violence. The little public information about CVE programs that have been implemented in the United States indicates that they threaten fundamental rights, divide communities, and cast suspicion on law-abiding Americans. The government has failed repeatedly to respond to concerns about the effectiveness of the programs and the threats they pose to Americans’ privacy and civil rights, and instead kept all but the broadest outlines of CVE programs secret.

Background

In 2011, the White House released its “Strategic Implementation Plan for Empowering Local Partners to Prevent Violent Extremism in the United States.” The plan’s goal is “preventing violent extremists and their supporters from inspiring, radicalizing, financing or recruiting individuals or groups in the United States to commit acts of violence,” and it includes a general outline of federal support for “preventative programming” and “community-led efforts to build resilience to violent extremism.” Since the release of the plan, the government has implemented CVE pilot initiatives led by U.S. Attorneys in Boston, Los Angeles, and Minneapolis, and helped launch the Strong Cities Network, an international CVE information-sharing platform for city governments around the world. In January 2016, the Department of Homeland Security (“DHS”) announced that it would host an interagency CVE Task Force, which will “coordinate government efforts and partnerships to prevent violent extremism in the United States.”
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Internationally, the government says it is “building a global movement to address violent extremism.”6

Despite the proliferation of CVE initiatives across the federal government, all but the most general information about them remains a mystery. Based on what we do know, however, many aspects of CVE initiatives risk violating core constitutional freedoms.

**What is Wrong with CVE**

**CVE programs aim to prevent violence by policing ideas and beliefs, including by charging teachers and social workers with monitoring and reporting to law enforcement on the ideas and beliefs of schoolchildren.** According to the government, “violent extremists” are “individuals who support or commit ideologically motivated violence to further political goals.”7 CVE programs aim to prevent people from committing violence, which is an understandable goal. Where CVE efforts go wrong, though, is in targeting people for monitoring based on their beliefs or ideologies.8

For example, a core component of CVE initiatives involves requiring or asking teachers and social and mental health workers to monitor and report to law enforcement on children in their care. In Minneapolis, for example, school staff will monitor children in the lunchroom and after school to identify signs of extreme beliefs.9 Boston’s pilot program framework describes “establishing and enhancing communication” among law enforcement and mental health and social service agencies.10 National Counterterrorism Center (“NCTC”) guidelines that were leaked to the public would instruct teachers and social workers to monitor and evaluate students on a five-point rating scale according to factors like “perceived sense of being treated unjustly,” “expressions of hopelessness, futility,” and “connection to group identity (race, nationality, religion, ethnicity).”11 A new FBI website purporting to raise awareness among parents, teachers, and teenagers about violent extremism instructs its users to report people who exhibit “warning signs” that they may commit violence, such as by taking pictures of buildings or talking about traveling to places that “sound suspicious.”12

---

7 Strategic Implementation Plan, *supra* note 1 at 1 n.1.
8 See, e.g., Gabe Rottman, *Radically Wrong: The Right to Think Dangerous Thoughts*, ACLU (March 1, 2013), [https://goo.gl/WeYz5V](https://goo.gl/WeYz5V).
9 See, e.g., C-Span, Minneapolis Public Schools CVE Program (Mar. 9, 2015), [http://goo.gl/UDbZMY](http://goo.gl/UDbZMY).
Schools should be environments in which curiosity, inquiry, and expression thrive. Placing education professionals in partnership with law enforcement agencies to spy on students and report on their ideas and beliefs corrupts relationships of trust between teachers and children. Targeting children for suspicion without any reliable, factual basis risks transforming schools from places of learning to environments in which children are viewed as potential threats, jeopardizing their education and their right to free expression.

Unfortunately, our history shows that efforts like this are not new. In the name of national security, the government has repeatedly monitored and surveilled communities whose beliefs it disfavored or found offensive. To take just one example, the FBI spied on Dr. Martin Luther King, Jr. and other leaders and activists in the civil rights movement based on suspicions that they held radical beliefs and were national security threats. The First Amendment protects all viewpoints, no matter how extreme, and radical ideas are just that — ideas. Moreover, research has revealed no correlation between beliefs — including radical or extreme beliefs — and a propensity to commit violence. Law enforcement resources are better spent addressing actual criminal conduct and violent behavior.

**CVE programs overwhelmingly and unfairly target American Muslims.** Federal officials claim CVE efforts are aimed at all types of violent extremism, without regard to particular beliefs or ideology. In reality, CVE programs planned and implemented to date in three U.S. target cities — Boston, Los Angeles, and Minneapolis — focus overwhelmingly on American Muslims. Minneapolis police, for example, received a grant from the Department of Justice ("DOJ") to hold outreach meetings with Somali-Muslim community groups to direct youth into after-school programs, but also to identify those who did not participate as “radicalized.” The FBI has told American Muslim community groups of its plan for “committees” in which Muslim community leaders would be expected to discuss “cases of specific youths” with law enforcement officers.
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This singular focus on American Muslim communities reinforces the false and corrosive notion that Muslims are inherently suspicious and prone to political violence.\(^\text{19}\) Actual data, however, shows that right-wing extremists engage in acts of political violence far more often than so-called radical Muslims.\(^\text{20}\) Just as it would be wrong for law enforcement to focus on people who share the beliefs of right wing extremists — for example, white supremacist, anti-government, or sovereign-citizen ideologies — without suspicion of wrongdoing, it is wrong to focus on American Muslims or any other belief communities.

American Muslim leaders and community members in the three CVE target cities have stated that the undue government scrutiny sets them apart from their neighbors and stigmatizes them as suspect based on their faith, race, and ethnicity, which runs counter to fundamental American values.\(^\text{21}\) Rather than empowering communities — the professed intent of CVE programs — unwarranted monitoring divides and harms them. Simply put, targeting whole communities based on their beliefs or ideology, whatever they may be, rather than investigating individuals based on reasonable suspicion of wrongful conduct, is un-American.

CVE programs risk becoming another means for the government to spy on people, and for the government to ask people to spy on each other. The government asserts that CVE programs are community-focused and community-driven.\(^\text{22}\) However, law enforcement and intelligence agencies, including DHS, DOJ, and NCTC, lead CVE efforts.\(^\text{23}\) This prominent law enforcement role in CVE programs raises the troubling prospect that the programs will serve as a conduit for law enforcement surveillance, much as other “community outreach” programs have been used as a means to gather intelligence on the very groups and organizations that participate in them.\(^\text{24}\) For instance, documents obtained through Freedom of Information Act requests show
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that even mundane and routine observations of FBI outreach officers on members of American Muslim communities ended up in intelligence files.\(^ {25} \) Similarly, a Minneapolis outreach program sought to build relationships among municipal police officers and Somali-Muslim teenagers. Unknown to the participants, however, the officers shared intelligence they gathered on the youth with the FBI.\(^ {26} \) Recently, a Montgomery County, Maryland CVE program that the White House touted as a model was described by local police officers as an intelligence tool.\(^ {27} \) The assistant chief of the police department in charge of the program stated that people who the police met through these programs serve as a “conduit of information,” which is passed on to federal authorities.\(^ {28} \)

Ultimately, the result of the generalized monitoring on which CVE is built, whether by the government or community “partners,” can be a climate of fear, distrust, and self-censorship.\(^ {29} \) When individuals forsake religious exercise, political discussions, and intellectual debate to avoid being tracked into CVE programs that brand them as potential terrorists or violent extremists, they are not able to exercise their full rights in our democracy. These programs do not make us safer, but instead risk creating a category of second-class citizens.

**CVE programs in the United States are inspired by problematic and ineffective programs implemented abroad.**\(^ {30} \) CVE initiatives in the United Kingdom have been a model for U.S. CVE efforts, even though those programs have proven even more stigmatizing and rights-threatening than U.S. CVE initiatives.\(^ {31} \) The U.K.’s program, Prevent, has fostered a climate of fear among many U.K. Muslims, and it has been roundly rejected by large segments of targeted U.K. communities.\(^ {32} \) Under the Prevent program, elementary school-age children are being
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surveyed to determine whether they are vulnerable to radicalization. One survey asked children in a school with a significant population — 22 percent — of Muslims whether they agree with statements such as, “It is my duty to defend my community from others that threaten it,” and “Religious books are to be understood word for word.” Expressing ideas that conflict with “British values” could draw further scrutiny. U.K. law now obliges teachers and social workers to report to authorities what they perceive to be potential signs of extremism and radicalization in the young people with whom they work. Other elements of Prevent have led to outright profiling and censorship, such as a policy requiring all Muslim women to learn English — on the flawed premise that women who do not learn English are prone to radicalization — and the targeting of a Muslim university student studying counterterrorism for simply reading a book on terrorism. Importing these CVE models and practices to the United States increases the significant risk that Americans’ right to equality and the freedoms of speech, religion, and association will be violated.

CVE initiatives include dangerous and misguided efforts to restrict online speech. The federal government has made clear that a significant component of its CVE initiatives involves pressuring social media companies to monitor and take down online content that is potentially related to terrorist recruitment or “radicalization.” These kinds of content restrictions are a bad idea. While it is clear that terrorists have used social media for publicity and recruitment, social media platforms already have systems in place for identifying and reporting real threats, incitement to violence, or actual terrorism. Further restricting content that is potentially terrorism-related would not only lead to arbitrary, haphazard enforcement, but also would inevitably sweep in speech that reflects beliefs, expressive activity, and innocent associations with others that are protected by the First Amendment. In effect, the government is pushing private companies, which are not bound by the First Amendment, to censor speech that the government could not censor itself.

As with community surveillance, restricting online speech will discourage the exercise of protected rights without making us safer. Indeed, censoring speech that the government finds
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offensive or threatening only makes it harder to identify and respond to that speech, making censored speech all the more dangerous. Open, vigorous speech is both a value and a constitutional right, and CVE-related efforts to censor speech are both ill-advised and ineffective.

**CVE programs are based on flawed theories and junk science.** The premise of CVE initiatives is that the adoption or expression of extreme or radical ideas places individuals on a path toward violence, and that there are observable “indicators” to identify people who might engage in terrorist or other violence. This premise is false. Despite years of study and experience in the United States and elsewhere, researchers have not developed reliable criteria that can be used to predict who will commit a terrorist act. Numerous empirical studies have concluded that a person’s decision to engage in political violence is a complex one, involving myriad environmental and individual factors, none of which is necessary or sufficient in every case, and none of which fall into a linear path or process resulting in violence. Social science research shows that many people who hold views that might be called “radical” or “extreme” — or even abhorrent — do not support or engage in violence. As researchers have shown, “[c]ertain ideas which are sometimes associated with terrorism were, in fact, held by large numbers of people who renounced terrorism.” Rather than targeting Americans for their beliefs and ideas, law enforcement agencies should focus on violent behavior and criminal conduct.

**Conclusion**

Despite investing major resources into its CVE efforts, the government has kept all but the most general outlines of its CVE programs secret. The ACLU and our allies have asked for information about these programs on numerous occasions, including under the Freedom of Information Act, and received virtually no responses. Given what we do know about CVE initiatives and what is wrong with them — including stigmatizing effects on targeted communities and the serious risks they pose to Americans’ constitutional rights — the government must disclose far more information about its CVE programs to the public. We are taking the government to court to get that information.
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